
 

 

 

 

 

01/06/2019 | 22/Newsletter

Il termometro dei mercati

finanziari (31 maggio 2019)

a cura di Emilio Barucci e Daniele Marazzina
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L’iniziativa di Finriskalert.it “Il termometro dei mercati

finanziari” vuole presentare un indicatore settimanale sul grado

di turbolenza/tensione dei mercati finanziari, con particolare

attenzione all’Italia. 

 

Significato degli indicatori

Rendimento borsa italiana: rendimento settimanale

dell’indice della borsa italiana FTSEMIB;

Volatilità implicita borsa italiana: volatilità implicita

calcolata considerando le opzioni at-the-money sul FTSEMIB

a 3 mesi;

Future borsa italiana: valore del future sul FTSEMIB;

CDS principali banche 10Ysub: CDS medio delle

obbligazioni subordinate a 10 anni delle principali banche

italiane (Unicredit, Intesa San Paolo, MPS, Banco BPM);

Tasso di interesse ITA 2Y: tasso di interesse costruito sulla

curva dei BTP con scadenza a due anni;

Spread ITA 10Y/2Y : differenza del tasso di interesse dei

BTP a 10 anni e a 2 anni;

Rendimento borsa europea: rendimento settimanale

dell’indice delle borse europee Eurostoxx;

Volatilità implicita borsa europea: volatilità implicita

calcolata sulle opzioni at-the-money sull’indice Eurostoxx a

scadenza 3 mesi;

Rendimento borsa ITA/Europa: differenza tra il rendimento

settimanale della borsa italiana e quello delle borse

europee, calcolato sugli indici FTSEMIB e Eurostoxx;

Spread ITA/GER: differenza tra i tassi di interesse italiani e

tedeschi a 10 anni;

Spread EU/GER: differenza media tra i tassi di interesse dei

principali paesi europei (Francia, Belgio, Spagna, Italia,

Olanda) e quelli tedeschi a 10 anni;

Euro/dollaro: tasso di cambio euro/dollaro;

Spread US/GER 10Y: spread tra i tassi di interesse degli

Stati Uniti e quelli tedeschi con scadenza 10 anni;

Prezzo Oro: quotazione dell’oro (in USD)

Spread 10Y/2Y Euro Swap Curve: differenza del tasso della

curva EURO ZONE IRS 3M a 10Y e 2Y;

Euribor 6M: tasso euribor a 6 mesi.

I colori sono assegnati in un’ottica VaR: se il valore riportato è

superiore (inferiore) al quantile al 15%, il colore utilizzato è

l’arancione. Se il valore riportato è superiore (inferiore) al

quantile al 5% il colore utilizzato è il rosso. La banda (verso l’alto

o verso il basso) viene selezionata, a seconda dell’indicatore,

nella direzione dell’instabilità del mercato. I quantili vengono

ricostruiti prendendo la serie storica di un anno di osservazioni:

ad esempio, un valore in una casella rossa significa che

appartiene al 5% dei valori meno positivi riscontrati nell’ultimo

anno. Per le prime tre voci della sezione “Politica Monetaria”, le

bande per definire il colore sono simmetriche (valori in positivo e

in negativo). I dati riportati provengono dal database Thomson

Reuters. Infine, la tendenza mostra la dinamica in atto e viene

rappresentata dalle frecce: ↑,↓, ↔ indicano rispettivamente

miglioramento, peggioramento, stabilità rispetto alla rilevazione

precedente.

Disclaimer: Le informazioni contenute in questa pagina sono

esclusivamente a scopo informativo e per uso personale. Le

informazioni possono essere modificate da finriskalert.it in

qualsiasi momento e senza preavviso. Finriskalert.it non può

fornire alcuna garanzia in merito all’affidabilità, completezza,

esattezza ed attualità dei dati riportati e, pertanto, non assume

alcuna responsabilità per qualsiasi danno legato all’uso, proprio

o improprio delle informazioni contenute in questa pagina. I

contenuti presenti in questa pagina non devono in alcun modo

essere intesi come consigli finanziari, economici, giuridici, fiscali

o di altra natura e nessuna decisione d’investimento o qualsiasi

altra decisione deve essere presa unicamente sulla base di questi

dati. 

© 2019 www.finriskalert.it  - Tutti i diritti riservati. Pagina 1

https://www.finriskalert.it/?p=7342
https://www.finriskalert.it/?p=7342
https://www.finriskalert.it/?p=7342


The role of financial

institutions in the context of

digital identity

a cura di Deloitte 

29/05/2019 16:33

During the last few years, many of our daily activities went

through drastic changes due to the growing digitalisation.

Nowadays, the way we interact with each other, perform

errands, participate to civil society, and, of course, the way we

do business is very different compared to ten or even five years

ago. 

If one has to pick the most impacted sectors, retail and finance

(especially in relation to digital payments) are probably the ones

to look at. Think, for instance, to the online shopping business. A

decade ago, consumers considered buying online a futuristic and,

most likely, not reliable feat[i]. Today, many people will happily

ditch their local store in favour of online shopping platforms (or

online enabled shopping experiences) when confronted with a

better offer[ii].

The current environment originated from a number of factors.

First, we have to consider the change in the cultural background

of the people. The new generations (like Millennials and

Generation Z) are well versed in technology and most of their

daily living revolves around it[iii]. Second, the massive and

widespread penetration of mobile devices enabled seamless and

user-friendly experiences. A growing number of people is now

used to this kind of user experience, and they do expect it from

the services they buy. Third, there is a mounting regulatory

pressure in the financial sector, with particular regard to the

Eurozone. Regulatory evolution and the subsequent

requirements arising from the new Payment Services Directive

(also known as PSD2) are pushing for a more open digital

financial market. In particular, when looked in the context of

other norms, such as eIDAS, the General Data Protection

Regulation (GDPR) and the Network and Information System

Directive (NIS Directive), it appears clearly that the European

regulators are accelerating toward a Single Digital Market,

which will bring many changes to the financial sector as well[iv].

As already said, in the context of the wider financial sector the

area that registers the highest degree of change is that of

payment. Some non-financial players have indeed entered this

market with a number of Fintech solutions that seem to be

widely appreciated by the public. International brands like Apple

and Samsung introduced their smart payment services[v], along

with local start-ups (like the Italian Satispay), which are enjoying

a roaring growth as well[vi]. This indicates that the users are not

only ready, but also eager to adopt smart payment solutions and

drop traditional payment methods like credit cards and money

transfers[vii]. In this scenario, traditional players such as banks

and insurance companies are still relatively lagging behind. One

of the solutions to bridge the gap between expectations and

service offering might be to foster the adoption of digital identity

solutions and to leverage their full potential.

The concept of digital identity carries a number of benefits for

both users and companies. In 2018, the International

Telecommunication Union published a document that contains a

non-exhaustive list of the most prominent ones such as improving

the convenience of users, improving service delivery, lowering

the cost of service delivery, creating new revenues opportunities,

and enhancing security[viii].

Even though the topic of digital identity is now prominent in

many debates about future technologies and digitalisation, it is a

relatively dated concept. The idea of digitising identities is old as

the internet, if not as old as the concept of computer itself.

Throughout the years, this concept grew steadily, following the

evolution of the technological environment. The boom of social

media drastically moved forward the notion that users online

should be somehow identified, although the real pioneer in this

field was the Estonian Government, which in 2002 established

the first national digital identity scheme in the world[ix]. 

But what are, precisely, the benefits for the financial sector, and

why is digital identity so important? To answer this question, we

have to consider what lies at the heart of every financial

transaction (not involving cash), which is trust. Users literally

entrust financial institutions with their money and to

intermediate for them in interacting with other users. Users feel

confident in doing so because financial institutions built a solid

reputation around their capabilities to prove the validity of

financial transactions[x]. Financial institutions are, in the end,

providers of trust and some major players in the financial arena,

like Mastercard, decided to use this concept to spearhead their

entrance in the digital identity arena[xi].

In the day-to-day context of cash-transactions, users do not

necessarily need an intermediary to guarantee the validity of the

transaction. Everything is performed face-to-face. However,

following the significant increase in non-cash payments and

non-cash transactions[xii] due to the introduction of digital

channels, the landscape has changed. Merchants, in particular,

need to verify the identity of person buying their goods with a

high level of confidence. This is exactly where financial

institutions can play a prominent role. 

Compared to other players in the field of identity, financial

institutions have clear advantages. As their traditional business

already require them to verify the identity of their customer with

a high level of assurance, they have the means to translate such

a level of assurance into a “commodified trust”. This is something

that other companies such as the Fintech companies described

above, or social media juggernauts like Facebook and Google,

cannot (yet) do. Consider the following example. John Doe wants

to buy a bottle of wine from the website of his local liquor store.

The shop needs to verify the age of John before performing the

payment. Now, both the identity provided by a bank and that

provided by other companies indicate the age of John. However,

it is more likely that the identity issued by the bank will have a

higher level of assurance, since the identity enrolment

procedures for banks are stricter and usually involve the

verification of nationally-issued IDs. Hence, the shop can have

more confidence that John has reached the legal age for drinking

alcohol and sell him the desired goods.

Financial institutions, though, are not the only players capable of

providing high level of assurance for identities. There is at least

one other category, this being national authorities. Most likely, a
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national authority will have the means to provide for the highest

level of assurance an identity can have. However, even when

compared to these national actors, financial institutions still have

the upper hand. Indeed, even though national digital identity

schemes might be extremely reliable (in terms of level of

assurance), they are very often limited to a specific country.

Cross border digital identity systems are rare and complex to be

implemented. On top of the already intricate technical issues,

national authorities willing to make their systems interoperable

have to face legal and political obstacles. Some supranational

authorities are trying to work out the problem, such as the EU

with the eIDAS regulation[xiii] and the STORK project[xiv].

However, a real global digital identity initiative is still far from

becoming a reality. These constraints apply to financial

institutions as well. However, it will be relatively easier for them

to establish international identity schemes trough global

partnerships with other actors. The flexibility granted by the B2B

model enables them to build real international networks their

customers can rely upon. 

Lastly, an additional yet crucial element makes financial

institutions a potential candidate to implement digital identity

schemes. One of the key success factor for digital identity is to

reach critical mass in a two-sided market. End-users will enrol in

the digital identity scheme only if there is a clear value in doing

it. The value comes from the participation of service providers to

the digital identity schemes. However, service providers will not

invest resources if there is no certainty about the share of users

they can target (i.e. the name of end-users in the digital identity

scheme). Since financial institutions are already well positioned

in this two-sided market, they can act as intermediaries. By

offering digital identity services to both of the sides, they can

ease the matching of demand and supply.

As described, digital identity is becoming pivotal in the context of

digital payments and transactions and financial institutions have

all the characteristics to become the go-to solutions. In some

countries, such as Canada[xv] and Sweden[xvi], financial

institutions already play the role of main digital identity provider.

However, this should be seen as a starting point. Providing

digital identities with a high level of assurance can become the

bedrock for new services and new offerings to the clients. For

instance, financial institutions can collaborate with operators in

other fields (such as e-mobility, e-health, e-government, etc.) to

create a really integrated and seamless holistic experience, and

promoting the advantages of digital identity beyond the mere

financial sector.
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[i] Data shows that it was not until 2017 that the e-commerce

share of total global retail sales surpassed the 10%. 

https://www.statista.com/statistics/534123/e-commerce-share-of-

retail-sales-worldwide/ 

[ii] See, for instance, a comparison of purchases from online and

physical stores on Black Friday in Australia in 2017 and 2018. 

https://www.statista.com/statistics/943803/black-friday-purchase

s-online-physical-stores-australia/ 

[iii] 

https://www.inc.com/ryan-jenkins/how-to-secure-millennial-spend

ing-with-mobile-payments.html 

[iv] 

https://ec.europa.eu/transparency/regdoc/rep/1/2018/EN/COM-20

18–772-F1-EN-MAIN-PART-1.PDF 

[v] 

https://www.auriemma.group/apple-pay-makes-up-77-of-mobile-p

ayments-among-debit-card-users/ 

[vi] 

https://www.ilsole24ore.com/art/finanza-e-mercati/2018–08-10/pa

gamenti-digitali-satispay-si-allea-cse-ed-entra-30mila-pos-173750.

shtml?uuid=AE4SduZF 

[vii] 

https://ricerca.repubblica.it/repubblica/archivio/repubblica/2019/

01/14/satispay-arriva-a-quota-mezzo-milione-di-clientiAffari_e_Fin

anza22.html 

[viii] 

https://www.itu.int/en/ITU-D/ICT-Applications/Documents/Guides

/ITU_eID4D_DIGITAL%20IDENTITY_ROAD_MAP_GUIDE_FINAL_

Under%20Review_Until-05–10-2018.pdf 

[ix] https://e-estonia.com/ 

[x] 

https://www.linkedin.com/pulse/why-financial-institutions-fis-driv

e-digital-id-rob-galaski/ 

[xi] 

https://www.mastercard.us/content/dam/mccom/en-us/issuers/dig

ital-identity/digital-identity-restoring-trust-in-a-digital-world-final-

share-corrected.pdf 

[xii] 

https://cashessentials.org/app/uploads/2018/07/2018-world-cash-

report.pdf 

[xiii] 

https://ec.europa.eu/digital-single-market/en/trust-services-and-ei

d 

[xiv] 

https://ec.europa.eu/digital-single-market/en/content/stork-take-y

our-e-identity-you-everywhere-eu 

[xv] https://securekeyconcierge.com/ 

[xvi] https://www.bankid.com/en/om-bankid/detta-ar-bankid

lock

CPMI-IOSCO conclude that

the United States has fully

implemented the PFMI for

payment systems

31/05/2019 16:26

A CPMI-IOSCO report released today concludes that the US

legal, regulatory and oversight frameworks for systemically

important PSs and CSDs…
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https://www.iosco.org/news/pdf/IOSCONEWS532.pdf

FSB reports on work

underway to address

crypto-asset risks

31/05/2019 16:23

The Financial Stability Board (FSB) today published a report on

crypto-assets, which considers work underway, regulatory

approaches and potential gaps…

https://www.fsb.org/2019/05/fsb-reports-on-work-underway-to-ad

dress-crypto-asset-risks/ 

Considerazioni finali del

Governatore di Banca

d’Italia. Relazione annuale

anno 2018.

31/05/2019 16:22

Il nostro paese può fare affidamento su punti di forza in grado di

sostenere l’attività in una congiuntura sfavorevole…

http://www.bancaditalia.it/pubblicazioni/interventi-governatore/i

ntegov2019/cf_2018.pdf 

Ethereum Price Targets

$350 Despite Massive 10%

Plunge in 24-hr Spiral

31/05/2019 16:21

Ethereum price(ETH) has depreciated more than 10-percent

against the US dollar…

https://www.ccn.com/ethereum-price-350-plunging-10-in-24-hour

s

Direttore: Emilio Barucci.
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